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Abstract of the contribution: This contribution proposes PDU session management in a non-allowed area. It is proposed that ongoing PDU sessions for a UE should be released or deactivated when the UE moves out of an allowed area and enters a non-allowed area. Also, it is proposed that the network should not trigger a paging procedure for delivery of downlink user traffic to a UE in a non-allowed area.
1
Discussion

This contribution proposes the UE and the network behaviours for PDU session management in a non-allowed area. 
1) Handling of PDU sessions when a UE moves into a non-allowed area 
TS23.501 has not clear specification regarding if PDU sessions can continue when a UE moves into a non-allowed area from an allowed area. Regarding the issue, this contribution proposes that all PDU sessions of a UE are released or deactivated by the network during/after the UE mobility procedures. It is also proposed that whether the PDU sessions are released or deactivated is decided by operator’s policy, network configuration, etc.
If a UE in the connected mode handovers to a non-allowed area, the AMF will request the SMF to initiate a PDU session release or a PDU session deactivation procedure upon receiving a N2: handover signalling message from RAN.

If a UE in idle mode moves into a non-allowed area and performs a registration update procedure, the AMF may initiate a PDU session release procedure to release PDU sessions of the UE after completion of the registration procedure. 

Proposal: All PDU sessions of a UE are released or deactivated by the network when a UE moves into a non-allowed area from an allowed area. Whether the PDU sessions are released or deactivated is decided by operator’s policy, network configuration, etc.
2) Support of network-initiated Service Request for delivery of downlink user traffic
The SA2 #119 discussed UE and network behaviours for handling of user traffic in a Non-allowed area, but could not make an agreement on the solution. The SA2 #119 agreed to add the following Editor’s Note:
    Editor's note: Whether a network initiated Service Request in a Non-allowed area can be used also for normal user services or is limited to the purpose of mobility restriction update, is FFS.

To align with the definition of non-allowed area (service restriction area), it is proposed that delivery of normal user services should not be allowed in a non-allowed area. Regulatory or emergency services shall be excluded from this limitation by the precedence rule defined in clause 5.3.4.1.1.
Proposal: A network initiated Service Request shall not be used for support of normal user services in a Non-allowed area.
3) Relationship between registration area and allowed/non-allowed area
It is recommended that the registration update procedure is performed when a UE moves into a non-allowed area from an allowed area, or vice versa. To reduce the registration update signalling when a UE moves within a non-allowed or an allowed area, while enforcing registration update when a UE moves between a non-allowed and an allowed area, the following requirement needs to be met:

The registration area of a UE in the non-allowed area should consist of a set of TAs which belongs to the non-allowed area of the UE.

The registration area of a UE in the allowed area should consist of a set of TAs which belongs to the allowed area of the UE. 

Proposal: The registration area of a UE in the non-allowed area should consist of a set of TAs which belongs to the non-allowed area of the UE. The registration area of a UE in the allowed area should consist of a set of TAs which belongs to the allowed area of the UE.
2
Proposal

Proposed to adopt the following text changes to TS 23.501.
***** Start of Change # 1 *****
5.3.4.1
Mobility Restrictions

5.3.4.1.1
General

Mobility Restrictions restrict mobility handling or service access of a UE in the 5G System. The Mobility Restriction functionality is provided by the UE, the radio access network and the core network.

Mobility Restrictions only apply to 3GPP access, they do not apply to non-3GPP access.

Mobility Restrictions in CM-IDLE state are executed by the UE based on information received from the core network. Mobility Restrictions in CM-CONNECTED state are executed by the radio access network and the core network.

In CM-CONNECTED state, the core network provides Mobility Restrictions to the radio access network with a Handover Restriction List.

Mobility restrictions consists of RAT restriction, forbidden area, and service area restrictions as follows:

-
RAT restriction:
Defines the 3GPP Radio Access Technology(ies), a UE is not allowed to access. In a restricted RAT a UE is based on subscription not permitted to initiate any communication with the network.

-
Forbidden area:
In a Forbidden area under a given RAT, the UE is based on subscription not permitted to initiate any communication with the network.

-
Service area restrictions:
Defines areas in which the UE may or may not initiate communication with the network as follows:

-
Allowed area:
In an allowed area under a given RAT, the UE is permitted to initiate communication with the network as allowed by the subscription.

-
Non-allowed area:
In a non-allowed area under a given RAT a UE is service area restricted based on subscription. The UE and the network are  not allowed to initiate Service Request or SM signalling to obtain user services (both in CM-IDLE and in CM-CONNECTED states), except for regulatory prioritized services like Emergency services and MPS, and operator specified services. The UE shall perform periodic and mobility registration updates, and if the UE is not already registered, it may also perform initial registration to attach to network in Non-allowed area due to mobility. The UE in a Non-allowed area shall respond to core network paging with Service Request.
Editor's note:
Whether a network initiated Service Request in a Non-allowed area can be used also for normal user services or is limited to the purpose of mobility restriction update, is FFS.

For a given UE, the core network determines the service area restrictions based on UE subscription information. Optionally the allowed area may in addition be fine-tuned by the PCF e.g. based on UE location, and network policies. Service area restrictions can be changed due to, e.g. subscription, location, and/or policy change. Service area restrictions may be updated during a Registration procedure.

If the UE has overlapping areas between RAT restrictions, forbidden areas, allowed areas and non-allowed areas, or any combination of them, the UE shall proceed in the following precedence order:
-
The evaluation of RAT restrictions shall take precedence over the evaluation of any other Mobility restrictions;

-
The evaluation of forbidden areas shall take precedence over the evaluation of allowed areas and non-allowed areas; and

-
The evaluation of non-allowed area shall take precedence over the evaluation of allowed areas.

A UE shall override any forbidden area and non-allowed area restrictions whenever access to the network is required for regulatory prioritized services like Emergency services and MPS.

***** End of Change # 1 *****
  ***** Start of Change # 2 *****
5.3.4.1.2
Management of service area restrictions

A service area restriction may contain one or more (e.g. up to 16) entire tracking areas. The UE's subscription data may contain either allowed or non-allowed areas using explicit tracking area identities, the allowed area may also be limited by a maximum allowed number of tracking areas, or the allowed area may alternatively be configured as unlimited i.e. it may contain all tracking areas of the PLMN. The registration area of a UE in the non-allowed area should consist of a set of TAs which belongs to a non-allowed area of the UE. The registration area of a UE in the allowed area should consist of a set of TAs which belongs to an allowed area of the UE.
NOTE:
As the finest granularity for Service area restrictions is at TA level, subscriptions with limited geographical extent, like subscriptions for Fixed Wireless Access, will be allocated one or a few TAs and will consequently be allowed to access services in a larger area than in e.g. a FWA system.
The UDM stores the service area restrictions of a UE as part of the UE's subscription data. The PCF in the serving network may (e.g. due to varying conditions such as UE's location, application in use, time and date) further adjust service area restrictions of a UE, either by expanding an allowed area or by reducing a non-allowed area or by increasing the maximum allowed number of tracking areas. The UDM and the PCF may update the service area restrictions of a UE at any time. For the UE in CM_CONNECTED state the AMF updates the UE and RAN immediately. For UE in CM_IDLE state the AMF may page the UE immediately or store the updated service area restriction and update the UE upon next signaling interaction with the UE.
During registration, if the service area restrictions of the UE is not present in the AMF, the AMF fetches from the UDM the service area restrictions of the UE that may be further adjusted by the PCF. The serving AMF shall enforce the service area restrictions of a UE. If the UE has been assigned a limited allowed area, any visited tracking area that is not yet in the UE's allowed area is added to the allowed area until the maximum allowed number of tracking areas is reached. If the UE has been assigned a limited allowed area the AMF shall provide the UE with any pre-configured and/or dynamically assigned allowed area. For a UE in CM_CONNECTED state the AMF shall indicate the service area restrictions of this UE to the RAN. The UE shall store the received Mobility restrictions, and comply with them in the area that is identified in the Mobility restrictions.
Upon change of serving AMF due to mobility, the old AMF may provide the new AMF with the service area restrictions of the UE that may be further adjusted by the PCF.

The network may perform paging for a UE in a Non-allowed area to update service area restrictions.
Editor's note:
The detailed procedure for the network-initiated update (i.e, whether Registration or a new procedure will be used) is FFS.

In case of roaming, the service area restrictions are transferred from the UDM via the serving AMF to the serving PCF in the visited network. The serving PCF in the visited network may further adjust the service area restrictions.

***** End of Change # 2 *****
5.6
Session Management

Editor's note:
This should include session management etc.

Editor's note:
Handling ATSSS is FFS.

5.6.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are established upon request from the UE.

Editor's note:
It is FFS whether "DNN" or "APN" is to be used.

Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured (where the type of PDU exchanged between the UE and DN is totally transparent to the 5G system).

NOTE 1:
In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.

PDU sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger the UE to establish a PDU session to a specific DNN.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN:

-
The allowed PDU session Type.

-
Whether in case of Home Routed the VPLMN is allowed to  insert an UL CL or a Branching Point for a PDU session towards this DNN..

This information is provided to the SMF in VPLMN by the SMF in HPLMN.

-
The allowed SSC modes.

Editor's note:
The exact list of subscription data mentioned above will be refined. This will take into account the output of other key issues (slicing, QoS, etc.).

Editor's note:
It is FFS whether SMF level subscription data is defined per slice

An UE that is registered over multiple accesses chooses over which access to establish a PDU session.

Editor's note:
The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.

NOTE 2:
In this release, at a given time, a PDU session is routed over only a single access network.

An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.

In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Id as defined in clause 5.3.2. The UE may also provide:

-
A PDU session Type.

-
Slicing information.

Editor's note:
slicing related information is to be further clarified. An S-NSSAI information is meant.

-
The DNN (Data Network Name).

-
The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).

Editor's note:
It is FFS Whether the UE may also provide and information indicating its willingness to move a PDU session between 3GPP and Non 3GPP access.

Table 5.6.1-1: Attributes of a PDU session

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)



	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types

NOTE 2:
Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 5.2.


An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.

An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.

A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.

NOTE: PDU sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, and operator-specified services, can be released or deactivated by the network decision when a UE moves into a non-allowed area from an allowed area. 
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